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Beskyttelse af følsomme data i skyen:   
En nordisk regerings 
DLP-succeshistorie  
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BROADCOM-LØSNINGER

•	Branche: Regering/offentlig sektor
•	Region: Norden
•	Omfattede brugere: 17.000
•	Løsning: Symantec DLP Cloud 
•	Miljø: Netværk, e-mail, slutpunkt

1. BESKYTTELSE AF DATA I SKYEN UDEN HOVEDPINE
Introduktionen af Office 365 fik dette nordiske regeringsorgan til at handle hurtigt. Med 
OneDrive, SharePoint og Teams indstillet til at blive centrale produktivitetsværktøjer blev 
databeskyttelse en topprioritet – især i lyset af strenge overholdelseskrav og håndtering 
af følsomme sundheds- og uddannelsesdata. Symantec DLP Cloud, integreret via API, 
tilbød problemfri synlighed og kontrol uden at forstyrre brugerproduktiviteten. Holdet 
implementerede løsningen uden problemer takket være et meget samarbejdsorienteret 
konceptbekræftelse og robust understøttelse, hvilket sikrede, at kritiske data forblev beskyttet 
uden at øge kompleksiteten i driften.

2. EN PÅLIDELIG SIKKERHEDSREJSE, STYRKET OVER TID
Dette regeringsagentur var ikke nyt for Symantec – de havde længe taget teknologien til 
sig, helt tilbage fra Blue Coat-æraen. Gennem årene udvidede de til slutpunkts-, net- og 
e-mailsikkerhed og blev en af de største og mest loyale Symantec-kunder i Europa. Deres 
eksisterende tillid til mærket lagde et solidt fundament for en hurtig implementering af DLP 
Cloud. Det handlede ikke kun om fortrolighed – det handlede om at fortsætte en strategi, der 
havde vist sig at være sikker, stabil og skalerbar.

3. GENNEMSKÆRER KOMPLEKSITETEN – OG OMKOSTNINGERNE
Interne debatter overvejede andre DLP-løsninger, men regeringens 
cybersikkerhedsansvarlige vidste af erfaring: Andre værktøjer var ikke kun dyrere, men gav 
ofte mindre dækning, kontrol og kvalitet i DLP-opdagelsesfunktionerne. Med Symantec 
kunne de beskytte flere datastrømme gennem en samlet platform – med næsten 40 % lavere 
omkostninger end det næstbedste alternativ. Beslutningen var ikke kun teknisk – den var 
økonomisk og strategisk og passede perfekt til deres langsigtede digitale mål.

4. FRA PILOTPROJEKT TIL PLAN FOR ANDRE REGIONER
Projektet begyndte med et testmiljø på 17.000 brugere og blev hurtigt skaleret til en 
fuld produktionsimplementering. Takket være ekspertunderstøttelse fra både Symantec 
og Arrow og intern tilpasning på tværs af juridiske hold og sikkerhedshold bevægede 
regeringsagenturet sig hurtigere end forventet – hvilket færdiggjorde investeringsmånederne 
tidligere end planlagt. Den cybersikkerhedsansvarlige deltager regelmæssigt i 
referenceopkald med andre offentlige organer, hvor de deler deres rejse og opfordrer til 
ibrugtagning.

•	Organisatorisk skub for at migrere 
til Office 365 uden eksisterende 
databeskyttelse på plads

•	Manglende DLP-dækning for apper 
i skyen, akut behov for synlighed 
og kontrol over appdata i skyen 
(OneDrive, SharePoint, Outlook)

•	Budgetbegrænsninger og behov 
for at handle hurtigt, før midlerne 
udløber

•	Risikoen for manglende 
overholdelse

•	Beskyttede følsomme data på tværs 
af Office 365-apper (OneDrive, 
SharePoint, Outlook) med synlighed 
og kontrol i realtid

•	Undgik overholdelsesrisiko ved 
at implementere DLP Cloud, før 
følsomme arbejdsbyrder blev flyttet 
til skyen

•	Muliggjorde sikker implementering 
i skyen, samtidig med 
at deres eksisterende 
sikkerhedsstyringsmodel blev 
bevaret

•	Byggede et fundament for 
fremtidige investeringer, herunder 
DLP Core på stedet og bredere 
dækningsudvidelse

•	Leverede 17.000 Symantec DLP 
Cloud-licenser 

•	Leverede ekspertvejledning 
gennem DLP-specialister for at sikre 
en jævn udrulning og langsigtet 
strategitilpasning


